
Privacy Policy 
BCC takes great care to preserve your privacy and safeguard any personal 
details you share with us. We aim to be clear when we collect your 
information and not do anything you wouldn’t reasonably expect. This 
policy explains how we collect and use your personal information. 
Examples of your personal information would include your name, address 
and email address. 

To enable us to achieve this, we hold information about our employees, 
partners, collaborators and customers and the products and services in 
which they have expressed an interest. This information is used to keep our 
members, collaborators and customers up-to-date with new developments 
in the industry, training, newsletters, and service the agreements we hold 
with them and from time to time to obtain feedback on our activities. 

By using our website or providing us with your personal information you are 
agreeing to this policy. Personal information may be collected from 

• purchasing services from us 
• completion of a survey 
• participation in a collaborative activity 
• participation in a research project 
• applying for a job  
• phoning us 
• writing to us 
• sending us an email 

 
This Privacy Policy does not apply to personal information provided to us 
via any other website.  Users should be aware that if they access other 
websites, using the links provided, these are outside our control. If you 
provide personal information to other companies, the privacy policies of 
those companies determine how the information is used and our Privacy 
Policy will no longer apply. 

This Privacy Policy should be read alongside, and in addition to, our Terms 
and Conditions.  
 
About Us 
In this Privacy Policy, references to “we” or “us” are to BCC, a company 
incorporated in England and Wales (registered number 09990734) whose 

https://www.hertfordshirebc.co.uk/terms-and-conditions/
https://www.hertfordshirebc.co.uk/terms-and-conditions/


registered office is Campus West, Welwyn Garden City, AL8 6BX, who will 
be the controller of any personal data processed as described in this 
Privacy Policy. 

How do we collect information? 
We may collect information about you whenever you interact with us. For 
example, when you contact us regarding our activities, register on one of 
our websites, download free publications and content, sign up to one of our 
newsletters, participate in a collaborative or research activity, sign up for an 
event or training course, order services or engage with our social media 
accounts, you may specifically and knowingly provide us with your personal 
information.  In addition, we collect aggregated or anonymous information 
about the services you use and how you use them, like when you visit our 
website or view and interact with our content. 

What information do we collect? 
When you interact with us, we may ask you to provide us with your name, 
job title, address, email address, telephone number and areas of 
professional interest. As a provider of adaptation services, BCC may 
require you to provide us with personally sensitive information, for example 
information regarding your health. 
We may collect some, or all, of this information when you visit our website, 
depending on how you use it. We also monitor how people use our website 
so we can improve it. However, you can use our website without giving us 
any personal information. If you visit our site anonymously, we may 
however still record information about: 

• the areas of the website visited 
• the amount of time spent on the site 
• whether you are new to the site, or have visited it before 
• how you came to our website – for example, through a link in an 

email or a search engine 
• the type of device, browser, network location and internet connection 

used 
• specific actions taken on the website, for example downloading our 

information resources. 
We do this by using cookies, which you can learn more about in the 
specific section below. 

We may also receive information about you from third parties, such as 
organisations which we are under contract to and credit reference 
agencies, who are legally entitled to disclose that information. 



How we use your information 
We may use your information in a number of ways and for a number of 
purposes including: 

• To provide you with information, services that you have requested 
from us or that we feel may be of interest to you where you have 
consented to being contacted 

• To provide you with information about our work or our activities 
where you have consented to receive communications from us 

• For administrative purposes (for example, we may contact you 
regarding an event for which you have registered) 

• For internal record-keeping relating to any feedback or complaints 
• To invite you to participate in one of our networks, for example as a 

speaker or contributor 
• To contact you where you have been identified as a contact person 

for an organisation (either a member or non-member), (if we obtain 
your contact details in this way, we will only use them to contact you 
in your capacity as a representative of that organisation) 

• To analyse and improve the operation of our website 
• To comply with legal and regulatory requirements 

 
Marketing 
We may use the information you have provided us with to contact you for 
marketing purposes by email if you have specifically provided your consent 
to for us to do so. We may also send you service communications via 
email, for example where you submit an application for our services.  

We promise to make all reasonable efforts to keep your details secure and 
as required by law, we will never share your details with other organisations 
to use for their own or marketing purposes unless we have specifically 
obtained your consent to do so. 

You can withdraw your consent to be contacted by BCC at any time. All of 
our communications provide a clear route for you to opt-out and should you 
wish to change your communication preferences, you can do this at any 
time, by emailing supportbcc@thebuildingcontrolcompony.co.uk, or writing 
to us at Campus West, Welwyn Garden City, AL8 6LA. 

Sharing of your information 
BCC does not share or sell personal information about any member, 
collaborator or customer with third parties for the purposes of marketing.  



HBC may disclose your personal information to third parties when 
permitted by law including: 

• with your consent 
• to our suppliers in order for them to help us provide our services to 

you, this includes: 
• our provider of file storage and management services if you email us 

directly 
• our payment services provider, to process your payment when you 

make a purchase  
 

BCC requires all suppliers with access to personal information collected or 
maintained by BCC to demonstrate compliance with the relevant 
legislation.  

• if we sell or buy any business or assets, in which case we may 
disclose your information to the prospective seller or buyer of such 
business or assets, provided that they continue to use your 
information substantially in accordance with the terms of this Privacy 
Policy 

• if all, or substantially all of our assets, are acquired by a third party 
provided that they continue to use your information substantially in 
accordance with the terms of this Privacy Policy, in which case 
information held by us will be one of the transferred assets 

• if we are under a duty to disclose or share your information in order 
to comply with any legal obligation, or in order to enforce or apply our 
Terms and other agreements; or to protect our rights, property, or 
safety, our users, or others. This includes exchanging information 
with other companies and organisations for the purposes of fraud 
protection and credit risk reduction. 

•  

Cookies, Privacy and Data Protection 
Find out more cookies and how you can control them below. 

What are ‘cookies’? 
‘Cookies’ are small text files that are stored by the browser (e.g. Internet 
Explorer or Safari) on your computer or mobile phone. They allow websites 
to store such things as user preferences. For example, you may not have 
to enter a username, address etc. on subsequent visits made from the 
same computer. 

How does BCC use cookies? 



Whenever a person visits our website we collect basic information about 
their behaviour on our site.  This includes things like what pages have been 
visited and how they found our website.  The information we gather for 
these purposes does not identify anyone and we make no attempt to find 
out who has been to our site. 

We use this information to gain a better understanding of our website and 
their needs of users so we can improve their online experience. 

We use the following cookies: 

When using our website you may be presented with cookies from third 
party sites such as Hubspot, Facebook, Linkedin etc. We do not control the 
dissemination of these cookies and you should check the relevant third 
party website for more information about these. 

How do I turn cookies off? 
BCC will not use cookies to collect personally identifiable information about 
you. However, if you wish to restrict or block the cookies which are set by 
us or indeed any other website, you can do this through your browser 
settings. 

These settings can be found in the ‘options’ or ‘preferences’ menu of your 
browser. In order to understand these settings, the following links may be 
helpful, otherwise you should use the ‘Help’ option in your browser for more 
details. 

Cookie settings in Internet Explorer 
Cookie settings in Firefox 
Cookie settings in Chrome 
Cookie settings in Safari 
 
Alternatively, you may wish to visit www.aboutcookies.org which contains 
comprehensive information on how to do this on a wide variety of browsers. 
For information on how to do this on the browser of your mobile phone you 
will need to refer to your handset manual. 

Please be aware that restricting cookies may impact on the functionality of 
many websites. 

Useful Links 

http://support.microsoft.com/kb/196955
http://support.mozilla.com/en-US/kb/Cookies
http://www.google.com/support/chrome/bin/answer.py?hl=en&answer=95647
http://docs.info.apple.com/article.html?path=Safari/3.0/en/9277.html
http://www.aboutcookies.org/


If you would like to find out more about cookies and their use on the 
Internet, you may find the following links useful: 

Microsoft Cookies guide 
All About Cookies 
For further legal information about privacy issues, you may find these links 
useful: 

Data Protection Act 1998 
The Information Commissioner’s Office 
Data Protection 
BCC and its employees are subject to the Data Protection Act 1998. As 
such we are committed to maintaining your privacy in all your interactions 
with us.  Your data will be held on a secure server and access within our 
company will be limited to those who need to know.  You have a right to 
see any personal information we hold. 

Data Matching and Fraud Prevention and Detection 
Your personal information may be shared internally and with other 
agencies such as the Cabinet Office, and may be used in data matching 
exercises, for the prevention and detection of fraud. 

How we use your personal data 
We are required by law to protect the public funds that we administer. 
Information provided to us may be shared with other bodies responsible for 
auditing or administering public funds or where undertaking a public 
function, in order to prevent and detect fraud. 

National Fraud Initiative (NFI) 
The Cabinet Office is responsible for carrying out the National Fraud 
Initiative (NFI) data matching exercise which is intended to detect 
fraudulent and erroneous payments from the public purse. The work is 
designed to help reduce the level of many types of fraud that can occur 
including housing benefit, council tax reduction, payroll, pension, licensing 
and housing tenancy fraud. 

Data matching involves comparing computer records held by one body 
against other computer records held by the same or another body to see 
how far they match. This is usually personal information. Computerised 

http://www.microsoft.com/info/cookies.mspx
http://www.allaboutcookies.org/
http://www.legislation.gov.uk/ukpga/1998/29/contents
https://www.ico.org.uk/


data matching allows potentially fraudulent claims and payments to be 
identified. Where a match is found it may indicate that there is an 
inconsistency which may require further investigation. No assumption can 
be made as to whether there is fraud, error or other explanation until an 
investigation is carried out. 

The Cabinet Office currently requires us to participate in this NFI data 
matching exercise to assist in the prevention and detection of fraud. We are 
required to provide particular sets of data to the Cabinet Office for matching 
for each exercise, and these are set out by the Cabinet Offices. This does 
not require the consent of the individuals concerned under the Data 
Protection Act 1998. Details of this data matching can be found on the Data 
specification Gov.uk website. 
Once the Cabinet Office has completed the data matching exercise, the 
results are shared with us, we then investigate any inconsistencies to 
determine whether there is or has been fraud taking place. 

The use of data by the Cabinet Office in a data matching exercise is carried 
out with statutory authority under its powers in Part 6 of the Local Audit and 
Accountability Act 2014. It does not require the consent of the individuals 
concerned under the Data Protection Act 1998. 

Data matching by the Cabinet Office is subject to a Code of Practice. 
Further information on the Cabinet Officer’s legal powers and the reasons 
why it matches particular information are provided on the gov.uk website. 
 
Other Fraud Prevention and Detection Work 
The primary objective of our Counter Fraud strategy is to ensure the 
prevention of fraud and corrupt acts and to ensure that any instances of 
these are investigated and dealt with effectively. As part of this strategy we 
conduct a programme of pro-active counter fraud reviews into transactions 
and records held across different business areas.  They are designed 
specifically to identify unusual, erroneous or potentially fraudulent 
transactions. 

We may also use information including personal information to prevent and 
detect fraud in any of our systems and may supply information to credit 
reference agencies or other external bodies for such purposes. Information 
held or received may also be used to verify information given for application 
purposes. We do not require the consent of individuals under the Data 
Protection Act 1998 to use personal information in this way. 

https://www.gov.uk/guidance/national-fraud-initiative-public-sector-data-specifications
https://www.gov.uk/guidance/national-fraud-initiative-public-sector-data-specifications
https://www.gov.uk/government/publications/code-of-data-matching-practice-for-national-fraud-initiative
https://www.gov.uk/government/publications/fair-processing-national-fraud-initiative/fair-processing-level-3-full-text#bodies-required-to-provide-or-which-volunteer-data-for-matching%20or%20contact%20Mrs%20Kathryn%20Fyfe%20on%200161%20234%205271


Privacy Statement 
We automatically collect information regarding the IP of visitors to our 
site.  This enables us to monitor and analyse how visitors use the web site 
and improve the services and information that we provide.  This information 
is never passed on to third parties. 

The Privacy Policies and Statements of external organisations linked to this 
website will vary and we recommend that you understand how other 
organisations will use and maintain your data. 
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